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Abstract

In this paper, we study connection-oriented service
i an FDDI-ATM-FDDI heterogeneous network for
real-time applications. We design and analyze an al-
gorithm for connection admission control (CAC) for
such a network. Upon a request of connection estab-
lishment, the CAC determines if the worst case de-
lays of the requesting and existing connections can be
satisfied given the available network resources. If so,
the CAC allocates appropriate network resources to
the requesting connection. The process of allocating
resources for homogeneous networks (e.g. FDDI-only
or ATM-only) may not be applied directly to a hetero-
geneous network environment(e.g. FDDI-ATM-FDDI
network) because heterogeneity adds more complexity
to the process. Hence resource allocation in a hetero-
geneous network needs more careful analysis than its
homogeneous counterpart. In this paper, we propose a
CAC algorithm that will, by proper parameter tuning,
allocate sufficient but not excessive network resources
to the requesting connection in an FDDI-ATM-FDDI
network. We show that the system can achieve sat-
isfactory performance with this CAC algorithm. Our
approach is compatible with current network standards
and hence can be readily used in practical systems.
Keywords: Heterogeneous Networks, Real-Time
Communications, Connection Admission Control.

1 Introduction

Real-time communications have been studied since
1980s. Issues pertaining to meeting message dead-
lines have been addressed for CSMA/CD [9], token
ring [19], FDDI [1, 11], slotted ring [13], DQDB [18],
and ATM and point-to-point networks [12]. Major-
ity of these studies addressed the problem for ho-
mogeneous communication networks. However, most
of the existing communication networks are hetero-
geneous: usually consisting of a wide variety of ho-
mogeneous sub-network segments. In this paper, we
study the real-time communication problem in hetero-
geneous networks. In particular, we will concentrate
on FDDI-ATM-FDDI heterogeneous networks where
ATM serves as a backbone that connects FDDI LAN
segments by interface devices.

In this paper, we will study connection-oriented
service over an FDDI-ATM-FDDI heterogeneous net-
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work. The method of allocating resources in an FDDI-
only or ATM-only LAN may not be applied directly
to FDDI-ATM-FDDI network. This is due to the fact
that a connection in a heterogeneous network is more
complex and allocation of resources cannot be made
by analyzing each homogeneous segment in an isolated
manner. Resorting to an efficient method of resource
allocation for one LAN segment may be good for that
LAN segment, but may adversely affect the perfor-
mance of other LAN segments in the heterogeneous
network. So an integrated resource allocation scheme
should be followed in a heterogeneous environment so
that the performance of the entire heterogeneous net-
work is optimized. In this paper, we have made an at-
tempt to devise such an approach for an FDDI-ATM-
FDDI heterogeneous network.

The key problem for connection-oriented services
over an FDDI-ATM-FDDI network is the admission
control of connections. The procedure of connection
admission control can be divided into two steps:

Step 1: to determine if the worst case delay of the re-
questing and existing connections can be satisfied
given the available network resources.

Step 2: if the delay constraints can be satisfied, to
allocate a proper amount of network resource and
to establish the connection.

In Step 1, the worst case end-to-end packet delay
has to be analyzed. For this purpose, we take a de-
composition approach in which a connection path is
decomposed into a sequence of servers; then the worst
case end-to-end delay is obtained by summing up the
worst case delays suffered by the connection at indi-
vidual servers. Previous studies have shown that such
an approach is efficient and effective, if proper traffic
specification is provided. Similar approach was also
used in the design of Tenet protocol suite [8].

The second step is an interesting one. Allocation
of network resources to the requesting connection im-
pacts the admission of future connections. If too much
resource were allocated to the requesting connection, a
future connection request might be rejected due to in-
sufficient available resource. On the other hand, if too
little resource were allocated to the requesting connec-
tion, its worst case delay would be very “tight” (i.e.,
very close to its deadline). Consequently, disturbance
introduced by future connections may likely result in
the violation of its deadline constraint. Thus, the new
connection will be rejected. Hence, excessive or in-
sufficient allocation of resources to a connection may
jeopardize the chance of a future connection being ad-
mitted.



We address this problem in our CAC algorithm.
Once our CAC algorithm determines that a request-
ing connection is admissible, it will allocate G per-
cent resource between the minimum amount that is
absolutely necessary and the maximum amount that is
needed. f is an user adjustable parameter. We study
the relationship between system performance and the
chosen value of 5. We found that the system is rel-
atively stable in the sense that for a wide range of 3
values, the system performs very well.

2 Related Work

Considerable amount of work has been done in the
design and analysis of networks for supporting real-
time systems. Generally speaking, determining delay
bounds has been the pivotal issue in the development
of real-time networking technology. Previous work
concentrate on designing and analyzing homogeneous
communication networks in which the worst case de-
lays can be bounded [1, 4, 7, 12, 13, 14, 15, 18, 20].
Both shared media networks (e.g., 802.5, FDDI, and
DQDB) and point-to-point networks (e.g., ATM) have
been studied for real-time communications over homo-
geneous networks.

Worst case delays were derived for 802.5 token ring
networks [20], slotted ring networks [13], DQDB net-
works [18], and FDDI networks [1, 4]. Buffer space was
considered in [11] for FDDI networks. For connection-
oriented networks, much of the previous work concen-
trates on obtaining the delay bounds and connection
admission criteria for individual scheduling policies.
Ferrari and Verma [7] and Zheng and Shin [25] stud-
ied the use of Earliest Deadline First scheduling in
wide area networks. Zhang and Ferrari [23] discussed
how local deterministic delay bounds can be guaran-
teed over an ATM link for bursty traffic, even when the
sum of peak rates of all the connections exceeds one.
Deterministic delay bounds in networks have also been
studied by Yates, Kurose and Towsley in [22] and by
Cruz in [6]. In [2, 5], the decomposition methodology
has been used to compute the delays in a connection-
oriented packet-switched networks. In [14], we decom-
posed an ATM network and analyzed its basic servers
and introduce a general traffic descriptor to describe
traffic in ATM networks.

3 Network and Connection Models

In this section, we will first describe a generic ATM-
based heterogeneous network (ABHN) model and its
operations, which we will use in the anlysis of our
FDDI-ATM-FDDI heterogeneous network. We will
then formally define the real-time connection.

3.1 ABHN Architecture

ATM-Based Heterogeneous Network (ABHN) is a
high performance and scalable network architecture.
It was proposed recently to meet the performance and
management challenges in heterogeneous networks.
This model has been accepted by many industries as
the platform to migrate from router-based to switch-
based heterogeneous networks. Figure 1 shows the ar-
chitecture of a typical ABHN. There are four types of
major components in the network: 1) Hosts, 2) Legacy
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Figure 1: An ATM-Based Heterogeneous Network

local area network segments, 3) Interface devices and
4) ATM backbone.

Hosts are connected to legacy LAN segments which
can be almost any type of LANs including CSMA/CD,
802.5 token ring, and FDDI. Therefore, the applica-
tions developed over legacy LANs can be migrated to
ABHN without any change. We assume that there
are L LAN segments in the network and segment i
has L; hosts. We denote the j-th host on segment ¢ by
HOStZ'J'.

The most important components in ABHN are the
interface devices. An interface device serves as an
interface between the legacy LAN segments and the
ATM backbone. It enables LAN segments to be in-
terconnected through the ATM backbone. An inter-
face device is responsible for traffic mapping between
legacy LAN and ATM. That is, for a data frame from
a LAN segment, if the destination LAN segment is
connected on the same interface device, then the data
frame will be converted into the right format and for-
warded to the destination LAN. Otherwise, the in-
terface device will switch an incoming LAN frame to
appropriate output port, where the frame is converted
to ATM cells. These ATM cells are then transmitted
over the link into the ATM backbone. On the other
hand, the cells, arriving from ATM backbone, are as-
sembled back to a LAN frame and switched to the
proper output port to which the destination LAN seg-
ment is connected. The frame is then transmitted over
the destination LAN.

ATM is chosen as the backbone to interconnect all
the legacy LANs because of its high bandwidth, scal-
ability, flexibility, and support of connection-oriented
communication. An ATM network consists of a col-
lection of switches interconnected by physical links.
In ATM networks, the data are packetized into fixed
size packets called cells. As cells belonging to differ-
ent connections travel in the network, they may share
network resources such as communication links. It is
the task of ATM switches to multiplex cells of different
connections onto shared links.

For our FDDI-ATM-FDDI network, all the LAN
segments will be FDDI rings. FDDI is a fiber op-
tical token ring. It has been widely used in real-
time systems. Its timed token media access control
protocol is designed to support real-time communica-
tion. On the FDDI ring, an FDDI station is assigned



a synchronous bandwidth, H. Every time a station
receives the token, it is allowed to transmit its real-
time data up to a time period of length H. Hence,
data packets on a station are split into frames of size
Fs = H-BWgppr, where H is synchronous bandwidth
allocated and BWypp; is the maximum bandwidth of
FDDI ring. The FDDI protocol requires that the sum-
mation of all the synchronous bandwidth allocated to
all the stations does not exceed TTRT, the target to-
ken rotation time. In Section 7, we will discuss how to
extend our method to other types of LAN segments,
e.g., 802.5 token ring.

3.2 Real-Time Connections

A connection is a relationship between the applica-
tion and the network, which can be viewed in terms
of a contract: the communicating application specifies
the characteristics of the traffic which it may gener-
ate (say, the maximum rates) and the network agrees
to provide the requested quality-of-service to the ap-
plication. The network will not admit a connection
if the requested quality-of-service cannot be guaran-
teed. Specifically, this paper we specify a connection
for real-time application by the following parameters:

e Source traffic specification. This defines the traf-
fic behavior of the source. Traffic specification
plays an important role in guaranteeing deadlines
for real-time connections. We will discuss in de-
tail about our method of traffic specification in
the next section.

e Quality-of-service requirement. For a connection
for real-time application, its QoS requirement is
that the worst case end-to-end delay of its pack-
ets should be no more than its deadline (D). Note
that if there is a buffer overflow, the data will be
lost and hence the delay of a packet will be infi-
nite. That is, the delay requirement also demands
that there should be no buffer overflow in the net-
work.

e Route. This is the path from the sender’s host
to the receiver’s host via LAN segments, interface
devices, and a path in the ATM backbone. Rout-
ing in digital network for real-time applications is
an interesting and challenge problem. Many stud-
ies have been reported [10]. We will adopt these
solutions without further addressing this problem
here.

To simplify the discussion, we assume that there is
at most one connection originating from a host. In [1],
it is shown that a system with more than one connec-
tion per host is logically equivalent to the one in which
there is at most one connection per host. Hence, this
assumption is made without loss of generality. The
connection that originates from Host; ; is identified as

Its deadline is denoted as D ;.

As stated earlier, the objective of this study is to
develop a connection admission control scheme which
determines whether or not the QoS requirements of a
new connection can be satisfied while continuing to
provide the QoS of other connections. A key step
in this process is to derive the worst case delay of
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Figure 2: An Example

a packet from its source to destination in the FDDI-
ATM-FDDI network. We address this problem in the
next section.

4 Delay Analysis

To obtain the worst case end-to-end delay, we adopt
a decomposition approach in which the path of a con-
nection is decomposed into a sequence of servers; then
the worst case end-to-end delay is obtained by sum-
ming up the worst case delay suffered by the connec-
tion at each server. A general description of the ap-
proach is given in Section 4.1. This approach relies
on 1) accurate traffic description of connections at the
source as well as inside FDDI-ATM-FDDI network,
and 2) efficient analysis of individual servers in terms
of the worst case delay and output traffic. These two
issues are addressed in Sections 4.2 and 4.3, respec-
tively.

4.1 The Decomposition Approach

A path of a connection may span various compo-
nents in a heterogeneous environment. Depending on
the sender and the receiver, a connection can have dif-
ferent routes. 1) both are on the same LAN segment,
2) they are on different LAN segments which are con-
nected to the same interface device, 3) they are on
different LAN segments which are connected to differ-
ent interface devices. Obviously, the first two cases are
the special cases of the third one. Hence, our study
will only concentrate on the third case.

Nevertheless, we can view the route of a connection
in our heterogeneous network as a sequence of servers.
At the highest level, the source and destination hosts,
the FDDI rings, the ATM backbone, and interface de-
vices spanned by the connection’s route, each can be
modeled as a server. Consider an example shown in
Figure 2 (a). A connection runs from host X to host Y.
The traffic of the connection first goes through FDDI
ring on the sender site (denoted as FDDIS), an inter-
face device on the sender site (denoted as ID_S), and
then the ATM backbone. After that, it passes the sec-
ond interface device (denoted as ID_R), and the second
FDDI ring (denoted as FDDI_R). Figure 2 (b) illus-
trates how we can decompose the portion of network
serving this connection into several servers. These are
compound servers as they will be further decomposed.

Given such a decomposition, let us consider the
packet delay of this connection. Assume that the
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The symbols in the above figure are defined as follows:

A, B, C, D, E, and F are points in the network shown
in Figure 2.

tao = the arrival time of the packet at FDDIS

For X=A, B, ..., F,andi =1, 2, 3,

tx2i—1 = the time when the first bit of (the first
cell of ) the i-th frame reaches point X.

tx 2 = the time when the last bit of (the last
cell of ) the i-th frame reaches point X.

Figure 3: Timing Relationship of a Packet Delay

packet is broken into three FDDI frames when trans-
mitted over the FDDI rings. See Figure 3 for an illus-
tration of the timing relationship at different points
of the network. Let the transmission request of the
packet arrive at t4 0 and assume the last bit of the
packet reaches the receiver at trs. Then, the delay of
the packet is given by

pacrer = tF,6 —ta0

’

= dFDDI_S + dID_S + dATM + dID_R + dFDDI_R (1)

where deppis, dID =y darum, dipg, and depprr are de-
lays encountered in compound servers FDDIS, ID_S,
ATM, ID_R, FDDI_R, respectively. They are defined
as follows:

depprs = tB,G - tA,O (2)
dID_S = tc,G - tB,6 (3)
dorm = tD,G - tc,G (4)
dID_R = tE,G - tD,G (5)
depprr = tF,G - tE,G (6)

Let d¥5 dyrcg, d¥e,, d¥f., and d¥S

FDDIS) ID.8» ATMD ID_R? FDDI_R be the WOI.St
case values (i.e., upper bounds) of drpprs, dips, daru,
dipr, and dFDDI_R, respectively. We call them the
worst case delays suffered by the traffic of the connec-
tion at corresponding servers. Then, the worst case
end-to-end delay of a packet is given by

dwc _ dwc + dwc + dwc + dwc + dwc (7)

Packet FDDIS ID_S ATM ID_R FDDIR"

(7) is the expression that we will use to arrive at the
worst case end-to-end delay. That is, we calculate the
worst case delay suffered by a connection by summing
the the delays encountered in each of the compound
servers traversed by the connection path. The worst
case delay in each server can be obtained by perform-
ing a delay analysis for each individual server. As we
will see, during this process, a compound server may
need to be further decomposed in order to obtain this
worst case delay.

While this approach may seem straightforward, its
success hinges on two critical issues that must be thor-
oughly addressed. Clearly, we cannot compute the
bound of the delay suffered by a packet at a server,

without information about the connection’s traffic as
seen by the server. Further, for a particular server,

we must model its service dlsc1phne and understand
its impact on the connections. Therefore, the two key
issues are: traffic description of a connection and in-
dividual server analysis. We discuss these two issues
in the next two subsections.

4.2 Traffic Description Method

We use the term traffic descriptor for a method
used to provide relevant information about a connec-
tion’s traffic. In this paper, we adopt a traffic descrip-
tor called the mazimum rate function I'(I) which is
defined as the maximum arrival rate in any interval of
length I (in bits/second).

['(I) has been successfully used as a traffic descrip-
tor in ATM networks for real-time applications [14].
A similar maximum rate function has also been used
in [7]. It is clear that T'() is capable of represent-
ing the worst case traffic behavior both at the source
and inside of the network. In [16, 17], a CAC algo-
rithm based on T'(I) has been designed and analyzed

for ATM networks. It was shown that with this traffic
descriptor, the CAC algorithm can make a connection

admission decision effectively and efficiently.

To distinguish traffic of different connections at dif-
ferent locations of the network, we use I';; x(I) to
represent the traffic of connection M; ; at a particular
location identified by X.

4.3 Server Analysis

The objectives of server analysis are to obtain 1) the
worst case delay suffered by a connection at a server
and 2) the traffic description of a connection at the
output of a server. Obviously, the first objective is
directly related to calculating worst case packet delay
by using (7). The description of a connection’s traffic
pattern at the output of a server is needed for carrying
out a similar analysis at the subsequent server.

The variety and complexity of various networking
components make the server analysis a challenging
problem. Our analysis is facilitated by the observa-
tion that any network component can be systemati-
cally decomposed into simpler servers.

In the rest of this section, we are going to ana-

lyze the major components encountered in our FDDI-
ATM-FDDI heterogeneous network.
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4.3.1 FDDI.S Server

Let T; j o(I) be the traffic of connection M; ; at the en-
trance of FDDI_MAC on Host; ;. We need to find the
worst case delay at FDDI_S and the traffic description
of connection M; ; at the exit of FDDI.S.

According to Figure 2, FDDLS is the first major
server after decomposition. In FDDI.S, the packet,
consisting of one or more FDDI frames, will be first
served by the FDDI_MAC on the sender host. When
a frame departs from the host, it will propagate over
the FDDI ring and be received by the interface device
(ID-S). Thus, we can further decompose FDDLS into
two simple servers: an FDDI_MAC server and a De-
lay_Line server as shown in Figure 4. The worst case
delay in FDDIS is now given by

dw S = dllf‘)[gDI_NIAC + dw c (8)

FDDD.S Delay_Line

We now analyze each of the simple servers
FDDI_MAC and Delay_Line. Considering the connec-
tion M; ;, we have the following result :

THEOREM 1 Let Host; ; connect to an FDDI
ring of bandwidth BWgpp; whose target token rotation
time ts TTRT, and the buffer size in the FDDI_MAC
be S; ;. If the synchronous bandwidth allocated to M; ;

is H; j, then

1. the mazimum length of the busy interval of the
FDDI_MAC on Host; ; 1s given by

o — mi T < ;
B; ; min {t | t-Ti;at) <avail(t) } (9)

2. the marimum buffer requirement, Fj ;, is given by

F; = 0<r£1§a§l)j {t -T;ja(t) —avail(t) } (10)

3. the worst case delay, d¥S,, vac, 15 given by
{ o0 z'me' > Sm’,

x  otherwise;

dU)C —

FDDI_MAC (11)
4. the output traffic, T; ; ».(I), is given by
L5 4(I) = min (BWeppr, T) (12)

where

avail(t) = max(0, ([t/TTRT| — 1) - H;; - BWepni),

¢ — ] al >¢t-1T;;
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and
T = max {((t+ 1) Tija(t+I)—avail(t))/I}.

0<t< B ;

For a proof of the above theorem, refer to [3].

Now we consider the Delay_Line server. Let
[; j,.an(I) be the traffic descriptor of connection M ;
at the exit of Delay_Line server. The Delay_Line server
does nothing but simply delays every bit by a fixed
amount of time which depends on the locations of
the host and interface device on the ring. It does
not change the traffic characteristics of a connection.
Thus, we have

Lija(D) = Tija(l). (13)
Because the Delay_Line server is the last server
traversed by the connection on the path in FDDIS,

[; j a-(I) represents the output traffic at the exit of
FDDIS. Furthermore,

dve = bit propagation delay from

Delay_Line

the host to the interface device. (14)

Note that the bit propagation delay can be calcu-
lated or measured. Substituting (11) and (14) into

(8), we have d¥2_, . computed.

4.3.2 1ID_S Server

Let T ; s(I) be the traffic descriptor for connection
M; ; at the entrance of ID_S. Because the input of
ID_S is the output of FDDLS,

Liju(l) = Tija() (15)
where T';; .(I) is given in (13). The purpose of
this sub-subsection is to obtain the worst case delay
and output traffic descriptor for the ID_S server given
Fiyij(I).

First, we further decompose this server to simplify
the analysis. The traffic passes through four stages in
this device: 1) input port collects the frame from in-
coming FDDI segment 2) the frame is switched to the
appropriate buffer that identifies a particular output
port; 3) frame is then converted to ATM cells; 4) the
output port schedules and transmits the ATM cells
into the ATM backbone. Thus, we decompose ID_S
into four simple servers, namely Input Port Server,
Frame Switch Server, Frame_Cell_Conversion server,



and Output_Port server. Figure 5 (a) shows such a
decomposition. Consequently, the worst case delay
encountered in ID_S can be decomposed into four com-
ponents:

dwc dwc + dwc

Frame Switch +

ID_S Input_port
w e w e
dmee Cell_Conversion T dompm_Pon (16)

Input port just feeds frames from LAN segment to
the Frame Switch Server. Hence, it is a constant de-
lay server, i.e., a frame will encounter constant delay
across this server. Traffic description of a connection
will not change across this server. Thus, we have

Lije(l) = Tijs(l) (17)
e wpors = Dacket delay in the input port server (18)

This delay can be measured or can be specified by the

manufacturer. )
Frame Switch server is also a constant delay server,

since it only places a frame in the appropriate buffer
for the destination output port. The behavior of this
server 1s similar to that of the Input Port server. Thus,
we have

Lije () = Tijel) (19)

e switen— Packet delay in the frame switch server(20)

This delay can also be measured or can be specified
by the manufacturer.

For the Frame _Cell_Conversion server, we assume

that a frame is converted into cells before the arrival
of the next frame. This is reasonable because the
ATM backbone has a higher transmission rate than

the FDDI segment and consequently a frame should
only experience processing delay but not queuing de-
lay in the frame cell conversion. Formally, we can
establish the following:

THEOREM 2 [I;; g, the descriptor of the output
traffic at the exit of the Frame_Cell_Conversion server,
s given by

|—IF,‘J"BN(I)-| FCCS

Fs
FZ'J"B,,,(I) = 7 (21)

where Fg is the frame size (in bits), Fc is the number
of cells converted by a frame, and Cg is the payload
size of ATM cell (in bits). Further,

dye = the maximum processing time

Frame_Cell_Conversion
of a frame. (22)

A proof is given in [3]. The processing time can be
measured or should be given by the manufacturer.

The last server in ID_S is the Output_Port server.
This server multiplexes cells from different connec-
tions and transmits them into the output link that
connects to the ATM backbone. It actually functions
in exactly the same way as an output port server in
an ATM switch. In [2, 14], this type of server has
been thoroughly analyzed. We will utilize the results
from these previous studies to compute 1) I'; j g.n(I),
the traffic descriptor of connection M; ; at the exit of
Output_Port, and 2) d3?, ., .., the worst case delay
suffered by the traffic of connection M; ;. Once this
is done, using (18), (20) and (22) the worst case delay
at server ID_S can be computed.

4.3.3 Other Servers

We have analyzed FDDI_S and ID_S servers and ob-
tained the worst case delays and output traffic de-
scriptors. The remaining servers to be analyzed are
the ATM backbone server, the interface device, and
FDDI ring at the receiver’s site (i.e., ATM, ID_R, and
FDDIR).

ATM backbone has been extensively studied lately
[12, 22]. In particular, the methods of computing de-
lay bounds and output traffic descriptors have been
reported in [2, 14, 15]. In this study, we adopt these
methods. Analyzing ID_R and FDDI_R is similar to
that of ID_S and FDDI.S, respectively. The only
difference is that the process is reversed: cells from

the ATM backbone are converted into FDDI frames.
frames are transmitted from ID_R to the re-
ceiver’s host. The details of analyzing ATM,

and FDDI_R servers will be not be given here due to
the space limitation. Interested reader is referred to

[3].
5 The CAC Algorithm

First, we will formally define the problem of connec-
tion admission control. We will then investigate how

the bandwidth allocation of the source and destination
FDDI of a new connection can affect the end-to-en
worst case delays of other connection. It should be

noted here that this bandwidth allocation scheme is
for FDDI LAN in a heterogeneous environment. This

is different from those described in [1, 24], which are
applicable to FDDI-only LAN. Finally, we develop our
connection admission control algorithm.

5.1 Problem Definition
Recall that the basic functions of the connection ad-
mission control are 1) to determine if the worst case

delays of the requesting and existing connections are
no more than their deadlines with the available net-
work resource, 2) if the previous condition is satisfied,
then to admit the requesting connection and to allo-
cate it proper amount of network resource. The net-
work resources include the buffer space in various com-
ponents of the network and synchronous bandwidth
in both sender and receiver’s FDDI LAN segments.
The buffer space has been implicitly taken into ac-
count during the computation of the worst case de-
lays (e.g., Theorem 1 in Section 4.3.1.). Hence, the
resource needed to be explicitly allocated is the syn-
chronous bandwidth on FDDI segments. We would
like to reiterate that bandwidth for FDDI segments in
heterogeneous network is different from that used for
FDDI-only LAN. The performance of the entire net-
work has to be considered while allocating resources
in a heterogeneous network. If we only consider the
performance of one FDDI segment, the performance
of other LAN segments may be adversely affected.
Let M;; be the new connection requesting for ad-
mission. Let Hg and Hpg be the synchronous band-
width allocated to connection M;; on FDDIS and
FDDI_R, respectively. Let d}° (HS,HR) denote the
worst case delay of M; ;, assummg that synchronous
bandwidth Hg and Hp has been allocated to M; ;.
This allocation may affect the worst case delay of ex-
isting connections. Let M be the set of the identifiers



of the connections which currently exist in the net-
work, i.e.,

M={(p,q) | M, is currently active}. (23)

Let M, , be an existing connection, i.e., (p, ¢) € M.
Let dwc(HS, Hp) denote the worst case delay of M, ,,
assuming that synchronous bandwidth Hs and Hpg
has been allocated to M; ;. Now the problem of ad-
mitting M; ; can be formally stated as follows: To find
Hs and Hp for M; ; such that the following conditions
hold:

1. For every (p,q) € M,

dwc(HSa Hg) < Dy, (24)
where D), , is the deadline of connection M, ,.
2. For M; ;,
dwc(HS, Hgr) < D;j (25)

Note that dwc(HS,HR) and dwc(HS,HR) are calcu-
lated using (7)
5.2 Feasible Region of Hg and Hp

It is clear that the connection admission problem is
tightly coupled with the synchronous bandwidth allo-
cation. We say that (Hs, Hg) is a feasible allocation if
both (24) and (25) are satisfied. A region on Hg-Hp
plane is feasible if every point in the region is a feasi-
ble allocation. In this subsection, we identify such a
feasible region. Proof of theorems could not be given
here due to space limitation. Interested reader may
refer to [3].

First, we observe upper and lower bounds on Hg
and Hg. Define Hg”“’-“”ai and Hﬁ”x-“”‘” to be
the synchronous bandwidth available on FDDI_S and
FDDIR at the time when connection M; ; requests
for admission. H@@®-avai apd [JMAT-2val are given as

follows.
Hmdl' —av CLZ

= TTRT of FDDLS — (Qs + A) (26)

Hgaag_avai = TTRT of FDDI_R — (QR + A) (27)

where A is the protocol dependent overhead[l], Qs
and Qg are the total synchronous bandwidth that has
been allocated on FDDI_S and FDDI_R respectively.
The synchronous bandwidth to be allocated to M; ;

should not be more than that available. On the other
and, the amount of bandwidth allocated to a con-

nection can not be arbitrarily small, because the over-
heads of FDDI frames will severely affect the through-
put. Let H”“"-abs and HZ'™- -abs he the required

minimum allocation on sender and receiver’s FDDI
rings. Clearly, 0 < H”””-a $ < Hg < HRoo- —avai 54

0 < Hmzn _abs S HR S Hmd([f (I’UCLZ

Let (f,g) be the identiﬁer of a connection that be-
longs to M U {(¢,j)}. Define region R;, on the
Hgs— Hpg plane as follows

Rpg= {(Hs,Hg) | djy(Hs, Hr) < Dy 4}(28)

Now we have the followmg theorems:

THEOREM 3 For HP™-2% > Hg > [in-bs
and HJROw-va > [fp > [min-abs the region repre-
sented by

Rp,= {(Hs,Hg) | d75(Hs, Hr) < Dy 4}(29)

on the Hg-Hpg plane is a closed and convex region'.

THEOREM 4 If Hpas-avai gpq [pmac-avai g,
not satisfy either (24) or (25), the feaszble region is
empty. Otherwise, the feasible region is closed convex
region in the ﬁrst quadrant in the Hs-Hp plane and
s given by

R = Ry (N Roa] - (30)

My geM

Figure 6 gives an example of the feasible region.
It is a rectangle with the bottom side replaced by a
concave curve. The geometric property helps us to
develop an efficient CAC algorithm in the next sub-
section.

5.3 The Algorithm

Note that if the feasible region is not empty, the
connection can be admitted. The remaining question
is how to allocate bandwidth (Hs, Hgr). As argued
earlier, this bandwidth allocation problem is different
from that studied in [1, 24], because 1) we are deal-
ing with FDDI LANs in a heterogeneous environment,
where the performance of the entire network, not just
the FDDI segment, be kept in mind, 2) the allocation
scheme is a dynamic allocation scheme i.e. the admis-
sion decision is made as the connections arrive. Hence,
we propose the following rules for the allocation:

Rule 1. (Hg, Hg) must be in the feasible region.
This is obviously necessary.

Rule 2. The ratio of Hs to Hg should be the same
as the ratio of Hg**-*Y* to HF**-*Y**  That is,
(Hs, Hg) should be a point on the line segment
(¢) connecting (0, 0) and (Hgas-avai  [ymaz-avaiy
See Figure 6. By doing so, we reserve resources
from both rings in a proportional manner.

Note that allocating bandwidth for the new connec-
tion is a complex problem due to the fact that the
CAC algorithm does not have the knowledge about the
connections that might arrive in future. Given this sit-
uation, we propose the above proportional scheme. In
this way, if an FDDI LAN has a higher load than the
other, a lesser amount of bandwidth will be allocated
from the heavily loaded FDDI while a higher amount
will be allocated from the lightly loaded FDDI, making
the remaining bandwidth on the two FDDI segments
relatively balanced. Thus, a proportional allocation
scheme is a good heuristic to use.

1A region is convex if and only if for any two points in the
region, all the points on the segment connecting these two points
are also in the region. A region is closed if it is a closed set. For
a formal definition of a closed set, see [21].
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Figure 6: Selecting (Hs, Hg) in the Feasible Region.

Let (Hmin-need  pymin-need) he the lower intersect-
ing point of line ¢ and the feasible region (see Figure
6). (Hminsneed [pmin-needy g the minimum bandwidth

that needs to be allocated if the allocation has to_be
chosen from segment (. By Theorem 3, the feasible

region is closed and convex. Hence, any point (Hg,
HR) between (Hg@in_need’ H}rgin_need) and (Hgba:c_avai’
Hpaw-avat) on line  is a feasible allocation. The prob-
lem is which point to choose.

One would argue to select (Hg, Hg) = (HMae-avai,
Hpav-avaiy - That is, M, ; is allocated to the maxi-

mum available bandwidth. The problem of this algo-

rithm is that it allocates all the bandwidth available on
sender and receiver’s FDDI rings to connection M; ;.

This will result in the rejection of any future connec-
tion originated from or designated to these two rings
simply because no bandwidth is available.

On the other hand, one might like to choose (Hg,
Hp) = (Hmpin-need ppmin-need) That is, M, ; is allo-

cated with the mlmmum amount of bandwidth which
just makes it possible to meet all the deadlines. With

this allocation, the worst case delay of some connec-
tion(s) may be very tight — very close to the dead-
line(s). Because of this, the disturbance generated by
a future connections may cause it (them) to miss its
(their) deadline(s). If this happens, the new connec-
tion cannot be admitted. Thus, this kind of allocation

is not ideal either. )
ow let us discuss the maximum amount of the
bandwidth needed by M;;. We need to define re-

lation “<”over vectors. For a,b,c,d € R, (a, b)
< (c, d) if and only if @ < ¢ and b < d. Simi-
larly, relations “<”, “>”, and “>”, and functions min
and max can be deﬁned Con81der allocation (Hg,
Hp) such that (Hger-avat pmaz-avaiy > ([ o [Hp) >
(Hgnin_need’ H}rgin_need). If for all (P, q) c M,

A= HRoe=) = 42, ) (31)

d’ll.lj;(Hgnd.’L'_aUdZ” Hgdl‘_a’l}dl) — dwC(HS’ HR) (32)
then allocation (Hs, Hg) is a better choice than
(Hpaz-avai - pymaz-avaiy - Thig is because (Hg, Hg)
achieves the same delay performance while it may
save some bandwidth in comparison with (HZer-avat

Hgee- ‘“”“). We can define the maximum amount of

the bandwidth needed by M; ; as follows:

Hma:c_needema:c_need — : H ,H
(Hg R ) (HSI,]}II}I?I)GC{( s, HR) |
(Hs, Hg) satisfies both (31) and (32)}. (33)

Obviously, the bandwidth allocation (Hg, Hpg)
should satisfy

(Hg@in_need’HIrgm_need) S (HS,HR)
S (Hg’bax_need’HgLax_need). (34)

Based on this observation, we propose to choose (Hg,
HR) as follows:

HS — Hgnin_need + ﬁ . (Hgna:c_need _ Hgnin_need) (35)

HR — H?_gin_need + ﬁ . (legax_need _ H?_gin_need) (36)

where (3 is a real number between zero and one. It
is easy to verify that this selection conforms to the two
rules mentioned earlier. The main steps for the CAC
algorithm are given below :

1. Compute HJav-2val and [JRac-avai by yging (26)
and (27).

2. If Hpaw-aval and [pec-avai do not satisfy (24)
and (25) then reject M ;.

3. Do a binary search, by using (24) and (25),
along the straight line joining points (HZ"-4%%

Hgin_abs) and (Hglax_avai’ H]rz_ilax_avai) to 1dent1fy
min_need min_need
(HS ) HR )

4. Do a binary search, by using (31) and (32),
along the straight line joining points (HJn-need
H}rgin_need) and (Hgna:c_avai’ H}rga:c_avai) to iden-
tlfy (nga:c_need’ H]rgax_need).

5. Compute Hs and Hg by using (35) and (36). Ac-
cept M; ; with bandwidth allocation (Hs, Hg).

6 Performance Evaluation

In this section we present performance results for
the FDDI-ATM-FDDI heterogeneous networks which
use our CAC algorithm.

The performance metric we are interested in is ad-
mission probability (AP) which can be estimated as

the ratio of total number of admitted connections to
total number of connection admission requests. This

metric has been used in evaluation of real-time com-
munication systems.

To obtain the performance data, we developed a
program to simulate an FDDI-ATM-FDDI network.
The simulation program is written in C programming
language and run in a Sun/Solaris environment. The

simulated network consists of three interface devices
and three ATM switches. In each FDDI ring, there are

four hosts. In the simulation, requests for connection
establishment arrive as a Poisson process with rate A.
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Figure 7: Sensitivity of 3.

The source node of a connection is randomly chosen
from the hosts which are currently inactive. The route
of a connection will always go through the ATM back-
bone. All admitted connections have a life time which
is exponentially distributed with mean <. The source
traffic of a connection is characterized by the dual pe-
riodic model. That is, the maximum arrival rates are
C1/P; bits/second in an interval of P; seconds and
Cy/ Ps bits/second in an interval of Py seconds. This
model generalizes the one period model, allowing cer-
tain burstiness in source traffic [14]. The I'(I) function
for this type of traffic is given by

I— &P
Py
LPIJ

(1) = (15 JCs +min(C, | e

+min(Csy, L—JP1 - L -1P)) (37)
The long term arrlval rate, p, of a connection is

given by

Ch

= —. 38

p P (38)

The Average Utilization in the ATM backbone is
the ratio of the average load on one link of the back-
bone to the backbone link capacity. The average load
on one link of the backbone equals % . C—ll and the
backbone link capacity is equal to 155 Mbps.

6.1 Sensitivity of 3

To assess the sensitivity of 3, we simulate the sys-
tem with the average link utilization (U) in the ATM
backbone being 0.3, 0.6, and 0.9. We vary the values
of B from 0 to 1. The results are shown in Figure 7.

We can make the following observations from this fig-
ure.

e When the system load is heavy (U = 0.9), the ad-
mission probability is sensitive to the selection of
3. The admission probability is lower when either
8 =0or 8 =1. Performance can be improved by
choosing 3 between 0 and 1.

Jfim (1) =

e The sensitivity is small when the load is light.
In addition, at U = 0.3, AP increases as [ in-
creases. This is because when load is light, allo-
cating more bandwidth can reduce the impact of
disturbance by future connections without jeop-
ardizing the chances of admitting them.
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06 +
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Figure 8: Sensitivity of System Load.

e Nevertheless, the sensitivity is limited in that for
a wide range of # values, the system achieves good
performance, close to its maximum. Generally
speaking, a good range for g for all the three load-
ing conditions seems to be [0.4, 0.7].

6.2 Sensitivity of the System Load

To assess the sensitivity of U, we simulate the sys-
tem with 8 = 0, 0.5, and 1.0. We vary the values of
U from 0 to 1. The results are shown in Figure 8. We
can make the following observations.

e The admission probability decreases as the uti-
lization increases. This is expected because as the
system load increases, the chance of admitting a
new connection is reduced.

e Choice of # = 0.5 seems to be reasonable. Es-
pecially, when the load is heavy (say, U = 0.9),
the admission probability with f = 0.5 is much
better than the case of 3 =0or 8= 1.

7 Final Remarks

We developed a decomposition approach to obtain
the worst case delay in FDDI-ATM-FDDI network.
The method is intuitive and can be easily understood.
It is compatible with existing network standards and
can be readily used in existing systems. Based on the
delay analysis, we designed a CAC algorithm that is
capable of 1) determining whether the deadline con-
straints of the requesting connection and the existing
ones can be met; 2) if the deadline constraints can be
met, then admitting the new connection and allocat-
ing proper amount of the network resource for it. We
argued that the resource allocation should be sufficient
but not excessive. Improper allocation of network re-
source may jeopardize the chance for admission of fu-
ture connections. From our study, it is clear that the
bandwidth allocation scheme as reported in [1, 24] for
an FDDI-only network may not be applied directly
to an FDDI-ATM-FDDI heterogeneous network. This
is due to the fact that in a heterogeneous network,
an allocation scheme, that is efficient, when one LAN
segment is considered separately, may not be as good
for other LAN segments. Hence, an allocation scheme
that takes the performance of the entire network into
consideration should be used.



Our methodology can be easily extended to the net-
works with different configurations. For example, if
the LAN segments are IEEE 802.5 token rings, one
only needs to analyze an 802.5_MAC server in addi-
tion to the servers that have been analyzed in this
paper.
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